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[ Date ] 

Prepared by:

Reviewed by: Sarah D. Brabson, NOAA Office of the Chief Information Officer

Name-of-System 
Unique Project Identifier:  

Project Description:

1. What information is to be collected (e.g., nature and source)? 
2. Why is the information being collected (e.g., to determine eligibility)? 

3. What is the intended use of the information (e.g., to verify existing data)? 

4. With whom will the information be shared (e.g., another agency for a specified programmatic purpose)? 

5. What opportunities do individuals have to decline to provide information (i.e., where providing information is voluntary) or to consent to particular uses of the information (other than required or authorized uses), and how may individuals grant consent? 
6. How will the information be secured (e.g., administrative and technological controls)? 

Management Controls

Operational Controls

Technical Controls (please address this specific request as part of your information here: 
Data Extract Log and Verify:

Every year the IT system undergoes a thorough Continuous Monitoring for the Assessment and Authorization (A&A) process that is performed by the Line Office Security Team.  The A&A process ensures that the security plan and operational, management, and technical controls meet Department of Commerce (DOC) guidelines for continued operation.  All security controls are reviewed and approved by the system and database administrators, developers, and managers prior to implementation.

The current Authorization to Operate (ATO) under the Federal Information Security Management Act of 2002 (FISMA) is expected to be renewed by______.  
7. Is a system of records being created under the Privacy Act, 5 U.S.C. 552a? 
8. Are these records covered by an approved records control schedule?
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