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INSTRUCTIONS and/or INFORMATION THAT APPEARS IN RED ITALIC TEXT IN THIS DOCUMENT SHOULD EITHER BE MODIFIED OR DELETED FROM YOUR FINAL VERSION.

The statement of objectives defines the Government's requirements in terms of the government’s objectives. It should provide enough information so the contractor can produce a performance work statement (PWS) with answers to five basic questions: what, when, where, how many, and how well.


STATEMENT OF OBJECTIVES


[Task Order Name/Title]


I. INTRODUCTION
(Provide a background for the organization, project and/or work as appropriate. This section should summarize historical information that is necessary to understand the current requirement.  The information presented shall result in the offeror understanding how and/or why the requirement evolved and where this requirement is headed, if applicable.)
II. SCOPE
(Provide the scope and/or a high-level overview that defines the breadth and limitations of the work to be performed.)
III. TASK OBJECTIVES STATEMENT
(Add bullets stating what the objectives are for the requirements that will be detailed in the section below. This section should provide a concise overview of:
· The contract effort, goals and objectives; and
· How the results or end products will be used.)
IV. REQUIREMENTS
(Outline any general requirements that the offeror must incorporate.)
V. CONSTRAINTS AND RISKS
(List out any constraints the offeror must be aware of.)
VI. DELIVERABLES
(A deliverable is anything that can be physically delivered but may include non-physical things such as required monthly meetings. It is advantageous to have this information depicted in a table. However, if not, the information must be clearly described and address all of the table elements below.)

	Deliverable
	Frequency
	Medium/Format/# of Copies
	Submit To

	List specific deliverable
	List frequency at which the deliverable must be delivered



	List the medium upon which the item shall be delivered



	List to whom the item shall be delivered. 

	The two deliverables listed below are required for all NOAALink Task Orders
	

	

	


	Kick Off Meeting
	Within 20 days of award
	1
	Consult with TM, COR, and CO to schedule

	Monthly Activity Report 


	By the 15th of every month
	via email
	noaalink.invoice@noaa.gov

	The deliverable listed below is required for all NOAALink Task Orders EXCEPT Firm Fixed Price (FFP)
	

	

	


	LOE Spend Plan
	Within 10 days of award; ongoing updated on a monthly basis by the 15th of the month
	via email using NOAALink instructions
	noaalink.invoice@noaa.gov

	The deliverable listed below is optional for all NOAALink Task Orders
	
	
	

	Project Management Plan
	Within 30 days of 
award
	1 copy submitted via email 
	TM, COR



VII. TYPE OF ORDER
The government anticipates award of a (Firm Fixed Price (FFP), Time and Materials (T&M)/Labor Hour, or a combination of FFP and T&M/Labor Hour) contract.
(Please note that the recommend type for the government is FFP.  Additional justification may be required to support any type other than FFP.
Please note the following FAR clauses and information prior to selecting a type of order:
FAR 16.103  A firm-fixed-price contract, which best utilizes the basic profit motive of business enterprise, shall be used when the risk involved is minimal or can be predicted with an acceptable degree of certainty. 
FAR 16.601 A time-and-materials/labor hour contract may be used only when it is not possible at the time of placing the contract to estimate accurately the extent or duration of the work or to anticipate costs with any reasonable degree of confidence.
A firm-fixed-price order normally allows the customer to receive the best pricing possible.)
VIII. PERIOD OF PERFORMANCE
(State period of performance and option years. Example: “The period of performance shall be for one (1) Base Year of [x] months and [spelled out number (actual number)] 12-month option years.” The IGCE must include a tab for the base year and each option year.)  The Period of Performance reads as follows:
Base Year – Month, Date and Year - Month, Date and Year 
Option Year I – Month, Date and Year - Month, Date and Year
Option Year II – Month, Date and Year - Month, Date and Year
(Please note that the POP for T&M is 3 years TOTAL and the POP for FFP is 5 years TOTAL.  Additional years beyond this require a signature by the Deputy Under Secretary. The contract type can be a hybrid of FFP and T&M, in which case the POP should conform to where the preponderance of the work/contract type resides. (i.e if 75% of the work is T&M and 25% of the work is FFP, the contract POP shall be 3 years TOTAL.  If you elect to have a base year longer than 1 year; AGO will make the final determination as to whether or not this can be permitted.)
The Government reserves the right to extend the term of this contract at the prices set forth in Section B in accordance with the terms and conditions contained in clause 52.217-9 entitled, “Option to Extend the Term of the Contact”.
IX. PLACE OF PERFORMACE
The primary place(s) of performance is/are as follows:
(List place(s) of performance.)
Some activities within this statement of objectives may be performed at other locations rather than the primary place of performance.  The contractor must seek Contracting Officer (CO) approval for any location not designated as the primary place of performance and for any remote work arrangements.
X. RECOGNIZED HOLIDAYS
New Year’s Day					Labor Day
Martin Luther King Jr.’s Birthday			Columbus Day
President’s Day					Veteran’s Day
Memorial Day					Thanksgiving Day
Independence Day					Christmas Day
In addition to the days designated as holidays, the Government observes the following days:
Any other day designated by Federal Statute
Any other day designated by Executive Order
Any other day designated by a President's Proclamation
It is understood and agreed between the Government and the contractor that observance of such days by Government personnel shall not otherwise be a reason for an additional period of performance, or entitlement to compensation except as set forth within the contract. If a contractor believes that an unplanned absence has an impact on the price or period of performance, it should notify the contracting officer (CO) of the changed condition and submit a claim for equitable adjustment (see FAR 52.233-1). 
Nothing in this clause abrogates the rights and responsibilities of the parties relating to "stop work" provisions as cited in other sections of this contract.
XI. TRAINING AND TRAVEL
(Indicate whether or not travel is permitted and how it will be reimbursed to and/or billed by the contractor. Travel should be listed under its own CLIN in the requisition, if you want to add a travel CLIN, consider including the following language to your PWS: “Travel under this task award may be necessary in order to accomplish certain task(s) contained in this task award:
Travel must be deemed necessary and authorized by the TM in order to be paid for by the Government. Except for exceptional circumstances, travel will not be reimbursed at more than applicable rates cited in the Federal Travel Regulations, prescribed by the General Services Administration, for travel in the conterminous 48 United States or the Standardized Regulations (Government Civilians, Foreign Areas), Section 925, "Maximum Travel Per Diem Allowances for Foreign Areas," prescribed by the Department of State, for travel in areas not covered above.
The contractor is expected to provide a fully trained workforce to the government; therefore, personal development training costs and hours are not billable to the government. If the government elects to pay for NOAA mission-specific training not available commercially, the specific details must be provided on how training will be paid/reimbursed. There are rare circumstances where the government will reimburse for NON NOAA-specific training.  However, this should be discussed with NOAALink prior to the inclusion.)
XII. GOVERNMENT FURNISHED PROPERTY/INFORMATION 
(If the Government is to provide any property, services, or information to the contractor, this section shall describe what will be provided.  If the list or lists are fairly extensive, they should be made into a technical exhibit or attachment.  Indicate if not applicable.)
XIII. CONTRACTING OFFICER’S REPRESENTATIVE AND TASK MANAGER
In accordance with Section G.2 (CAR Clause 1352.201-72, Contracting Officer’s Technical Representative and Assistant COTR), the designated COR for this order will be provided at time of award.

Task Manager: (name)
Email: (email)
Phone: (phone number)

XIV. SECURITY REQUIREMENTS
(Indicate the level of security required.  Please note, that if the contractor will interact with any FISMA system, the suitability/risk level must be equivalent to that of the FISMA system. You must confirm the FISMA classification with your Line or Staff Office Information Technology Security Officer (ITSO).)

The systems supported under this task are (fill in – High, Medium or Low). (Modify as needed, or delete this section if not applicable.)

Suitability/Risk Level - The suitability or risk level for this work has been determined to be: (fill in – High, Medium or Low).  As such, the contractor shall pre-screen their employees to eliminate anyone who does not meet the following criteria: The prospective employees (fill in: must be U.S. Citizens OR can be U.S. Citizens or Foreign Nationals).

(Remove this entire section if not applicable. For low risk contracts, as prescribed in 48 CFR 1337.110-70(c), insert the following clause.)
48 CFR 1352.237-71   Security Processing Requirements—Low Risk Contracts (APR 2010)
(a) Investigative Requirements for Low Risk Contracts. All contractor (and subcontractor) personnel proposed to be employed under a Low Risk contract shall undergo security processing by the Department's Office of Security before being eligible to work on the premises of any Department of Commerce owned, leased, or controlled facility in the United States or overseas, or to obtain access to a Department of Commerce IT system. All Department of Commerce security processing pertinent to this contract will be conducted at no cost to the contractor.
(b) Investigative requirements for Non-IT Service Contracts are:
(1) Contracts more than 180 days—National Agency Check and Inquiries (NACI).
(2) Contracts less than 180 days—Special Agency Check (SAC).
(c) Investigative requirements for IT Service Contracts are:
(1) Contracts more than 180 days—National Agency Check and Inquiries (NACI).
(2) Contracts less than 180 days—National Agency Check and Inquiries (NACI).
(d) In addition to the investigations noted above, non-U.S. citizens must have a background check that includes an Immigration and Customs Enforcement agency check.
(e) Additional Requirements for Foreign Nationals (Non-U.S. Citizens). Non-U.S. citizens (lawful permanent residents) to be employed under this contract within the United States must have:
(1) Official legal status in the United States;
(2) Continuously resided in the United States for the last two years; and
(3) Obtained advance approval from the servicing Security Officer in consultation with the Office of Security headquarters.
(f) DOC Security Processing Requirements for Low Risk Non-IT Service Contracts.
Processing requirements for Low Risk non-IT Service Contracts are as follows:
(1) Processing of a NACI is required for all contract employees employed in Low Risk non-IT service contracts for more than 180 days. The Contracting Officer's Representative (COR) will invite the prospective contractor into e-QIP to complete the SF-85. The contract employee must also complete fingerprinting.
(2) Contract employees employed in Low Risk non-IT service contracts for less than 180 days require processing of Form OFI-86C Special Agreement Check (SAC), to be processed. The Sponsor will forward a completed Form OFI-86C, FD-258, Fingerprint Chart, and Credit Release Authorization to the servicing Security Officer, who will send the investigative packet to the Office of Personnel Management for processing.
(3) Any contract employee with a favorable SAC who remains on the contract over 180 days will be required to have a NACI conducted to continue working on the job site.
(4) For Low Risk non-IT service contracts, the scope of the SAC will include checks of the Security/Suitability Investigations Index (SII), other agency files (INVA), Defense Clearance Investigations Index (DCII), FBI Fingerprint (FBIF), and the FBI Information Management Division (FBIN).
(5) In addition, for those individuals who are not U.S. citizens (lawful permanent residents), the Sponsor may request a Customs Enforcement SAC on Form OFI-86C, by checking Block #7, Item I. In Block 13, the Sponsor should enter the employee's Alien Registration Receipt Card number to aid in verification.
(6) Copies of the appropriate forms can be obtained from the Sponsor or the Office of Security. Upon receipt of the required forms, the Sponsor will forward the forms to the servicing Security Officer. The Security Officer will process the forms and advise the Sponsor and the Contracting Officer whether the contract employee can commence work prior to completion of the suitability determination based on the type of work and risk to the facility (i.e., adequate controls and restrictions are in place). The Sponsor will notify the contractor of favorable or unfavorable findings of the suitability determinations. The Contracting Officer will notify the contractor of an approved contract start date.
(g) Security Processing Requirements for Low Risk IT Service Contracts. Processing of a NACI is required for all contract employees employed under Low Risk IT service contracts.
(1) Contract employees employed in all Low Risk IT service contracts will require a National Agency Check and Inquiries (NACI) to be processed. The Contracting Officer's Representative (COR) will invite the prospective contractor into e-QIP to complete the SF-85. Fingerprints and a Credit Release Authorization must be completed within three working days from start of work, and provided to the Servicing Security Officer, who will forward the investigative package to OPM.
(2) For Low Risk IT service contracts, individuals who are not U.S. citizens (lawful permanent residents) must undergo a NACI that includes an agency check conducted by the Immigration and Customs Enforcement Service. The Sponsor must request the ICE check as a part of the NAC.
(h) Notification of Disqualifying Information. If the Office of Security receives disqualifying information on a contract employee, the Sponsor and Contracting Officer will be notified. The Sponsor shall coordinate with the Contracting Officer for the immediate removal of the employee from duty requiring access to Departmental facilities or IT systems. Contract employees may be barred from working on the premises of a facility for any of the following reasons:
(1) Conviction of a felony crime of violence or of a misdemeanor involving moral turpitude.
(2) Falsification of information entered on security screening forms or of other documents submitted to the Department.
(3) Improper conduct once performing on the contract, including criminal, infamous, dishonest, immoral, or notoriously disgraceful conduct or other conduct prejudicial to the Government regardless of whether the conduct was directly related to the contract.
(4) Any behavior judged to pose a potential threat to Departmental information systems, personnel, property, or other assets.
(i) Failure to comply with security processing requirements may result in termination of the contract or removal of contract employees from Department of Commerce facilities or denial of access to IT systems.
(j) Access to National Security Information. Compliance with these requirements shall not be construed as providing a contract employee clearance to have access to national security information.
(k) The contractor shall include the substance of this clause, including this paragraph, in all subcontracts.
 
(Remove this entire section if not applicable. For high or moderate risk contracts, as prescribed in 48 CFR 1337.110-70(b), insert the following clause.)
48 CFR 1352.237-70 - Security Processing Requirements—High or Moderate Risk Contracts (APR 2010)
(a) Investigative Requirements for High and Moderate Risk Contracts. All contractor (and subcontractor) personnel proposed to be employed under a High or Moderate Risk contract shall undergo security processing by the Department's Office of Security before being eligible to work on the premises of any Department of Commerce owned, leased, or controlled facility in the United States or overseas, or to obtain access to a Department of Commerce IT system. All Department of Commerce security processing pertinent to this contract will be conducted at no cost to the contractor. The level of contract risk will determine the type and scope of such processing, as noted below.
(1) Investigative requirements for Non-IT Service Contracts are:
(i) High Risk—Background Investigation (BI).
(ii) Moderate Risk—Moderate Background Investigation (MBI).
(2) Investigative requirements for IT Service Contracts are:
(i) High Risk IT—Background Investigation (BI).
(ii) Moderate Risk IT—Background Investigation (BI).
(b) In addition to the investigations noted above, non-U.S. citizens must have a pre-appointment check that includes an Immigration and Customs Enforcement agency check.
(c) Additional Requirements for Foreign Nationals (Non-U.S. Citizens). To be employed under this contract within the United States, non-U.S. citizens must have:
(1) Official legal status in the United States;
(2) Continuously resided in the United States for the last two years; and
(3) Obtained advance approval from the servicing Security Officer of the contracting operating unit in consultation with the DOC Office of Security (OSY) headquarters. (OSY routinely consults with appropriate agencies regarding the use of non-U.S. citizens on contracts and can provide up-to-date information concerning this matter.)
(d) Security Processing Requirement. Processing requirements for High and Moderate Risk Contracts are as follows:
(1) The contractor must complete and submit the following forms to the Contracting Officer's Representative (COR):
(i) Standard Form 85P (SF-85P), Questionnaire for Public Trust Positions;
(ii) FD-258, Fingerprint Chart with OPM's designation in the ORI Block; and
(iii) Credit Release Authorization.
(2) The Sponsor will ensure that these forms have been properly completed, initiate the CD-254, Contract Security Classification Specification, and forward the documents to the cognizant Security Officer.
(3) Upon completion of security processing, the Office of Security, through the servicing Security Officer and the Sponsor, will notify the contractor in writing of an individual's eligibility to be provided access to a Department of Commerce facility or Department of Commerce IT system.
(4) Security processing shall consist of limited personal background inquiries pertaining to verification of name, physical description, marital status, present and former residences, education, employment history, criminal record, personal references, medical fitness, fingerprint classification, and other pertinent information. For non-U.S. citizens, the Sponsor must request an Immigration and Customs Enforcement agency check. It is the option of the Office of Security to repeat the security processing on any contract employee at its discretion.
(e) Notification of Disqualifying Information. If the Office of Security receives disqualifying information on a contract employee, the COR will be notified. The Sponsor, in coordination with the Contracting Officer, will immediately remove the contract employee from duties requiring access to Departmental facilities or IT systems. Contract employees may be barred from working on the premises of a facility for any of the following:
(1) Conviction of a felony crime of violence or of a misdemeanor involving moral turpitude;
(2) Falsification of information entered on security screening forms or on other documents submitted to the Department;
(3) Improper conduct once performing on the contract, including criminal, infamous, dishonest, immoral, or notoriously disgraceful conduct or other conduct prejudicial to the Government, regardless of whether the conduct was directly related to the contract;
(4) Any behavior judged to pose a potential threat to Departmental information systems, personnel, property, or other assets.
(f) Failure to comply with security processing requirements may result in termination of the contract or removal of contract employees from Department of Commerce facilities or denial of access to IT systems.
(g) Access to National Security Information. Compliance with these requirements shall not be construed as providing a contract employee clearance to have access to national security information.
(h) The contractor shall include the substance of this clause, including this paragraph, in all subcontracts.
