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(NOTE TO THE WRITER:  YOU MUST TAILOR THE DOCUMENT FOR YOUR ACTIVITY BY INCLUDING YOUR UNIQUE REQUIREMENTS AND SPECIFIC SURVEILLANCE TECHNIQUES (IF APPLICABLE))

DO NOT INCLUDE A TABLE OF CONTENTS WITH YOUR PWS.

INSTRUCTIONS and/or INFORMATION THAT APPEARS IN RED ITALIC TEXT IN THIS DOCUMENT SHOULD EITHER BE MODIFIED OR DELETED FROM YOUR FINAL VERSION. 




PART 1
INFORMATION

The performance work statement defines the Government's requirements in terms of the objective and measurable outputs. It should provide the contractor with answers to five basic questions: what, when, where, how many, and how well. It is important to accurately answer these questions in order to allow the contractor the opportunity to accurately assess resources required and risks involved.

The PWS should state requirements in general terms of what (result) is to be done, rather than how (method) it is done. The PWS gives the contractor maximum flexibility to devise the best method to accomplish the required result. The PWS must be written to ensure that all offerors compete equally.

It is important to note that when a contract is awarded, the PWS is legally binding upon the contractor and the U.S. Government. It provides an objective measure so that both the U.S. Government and the contractor will know when increments of work are completed and payments are justified.

1.0 Detailed PWS Information

1.01 Background:   (Provide a background for the organization, project and/or work as appropriate. This section should summarize historical information that is necessary to understand the current requirement.  The information presented shall result in the offeror understanding how and/or why the requirement evolved and where this requirement is headed, if applicable.)

1.02 Objectives:  (Add bullets stating what the objectives are for the requirements that will be detailed in the PWS (section 1.04). This section should provide a concise overview of:
· The contract effort, goals and objectives; and
· How the results or end products will be used.)

1.03 Scope/High-level Description: (Provide the scope and/or a high-level overview that defines the breadth and limitations of the work to be performed.)

1.04 Requirements:  (Detail all the information required to successfully perform this task. Guidance on detailing the requirements is provided below.
· The requirements must be worded as to allow the contractor to devise a solution – there should be a general problem statement(s), but not direct instructions on how to solve the problem
· The requirements must be written such that anyone can provide the service/fulfill the requirement(s).  For example, a requirement should not state nor imply that the contractor must have institutional/intimate knowledge of an internal/proprietary system to the government.  Additionally, fulfillment of the requirements should not require knowledge on a system that only one contractor (e.g. the incumbent) possesses.
· Include enough information so the contractor can accurately propose a solution. For example, if requirements are from a technical perspective and/or require modifications and/or awareness of the network, include or attach a network topography.
· If there are software products listed, the specific version or minimum version must be listed
· Do not specify the expected number of personnel and/or hours for specific personnel to complete the requirement(s)/task (s) in the PWS. For the purposes of estimating costs, all of this information should be depicted in the IGCE. If this is a follow-on contract, do not include any information about the incumbent in the PWS.)


1.05 Deliverables:  (A deliverable is anything that can be physically delivered but may include non-physical things such as required monthly meetings. It is advantageous to have this information depicted in a table. However, if not, the information must be clearly described  and address all of the table elements below.)

	Deliverable
	Frequency
	Medium/Format/# of Copies
	Submit To

	List specific deliverable
	List frequency at which the deliverable must be delivered


	List the medium upon which the item shall be delivered


	List to whom the item shall be delivered. 

	The three deliverables listed below are required for all NOAALink Task Orders
	
	
	

	Kick Off Meeting
	Within 10 days of award
	1
	TM, COR, CO

	Project Management Plan
	Within 30 days of 
award
	1 copy submitted via email 
	TM, COR

	Monthly Activity Report 

	By the 15th of every month
	via email
	TM, COR

	The deliverable listed below is required for all NOAALink Task Orders EXCEPT Firm Fixed Price (FFP)
	
	
	

	LOE Spend Plan
	Within 10 days of award; ongoing updated on a monthly basis by the 15th of the month
	via email using NOAALink instructions
	TM, COR




1.06 Constraints:  (List out any constraints the offeror must be aware of to successfully perform this task.)

1.07 Period of Performance:  (State period of performance and option years. Example: “The period of performance shall be for one (1) Base Year of [x] months and [spelled out number (actual number)] 12-month option years.” The IGCE must include a tab for the base year and each option year.)  The Period of Performance reads as follows:

Base Year – Month, Date and Year - Month, Date and Year 
Option Year I – Month, Date and Year - Month, Date and Year			
Option Year II – Month, Date and Year - Month, Date and Year

Please note that the POP for T&M is 3 years TOTAL and the POP for FFP is 5 years TOTAL.  Additional years beyond this require a signature by the Deputy Under Secretary. The contract type can be a hybrid of FFP and T&M, in which case the POP should conform to where the preponderance of the work/contract type resides. (i.e if 75% of the work is T&M and 25% of the work is FFP, the contract POP shall be 3 years TOTAL.  If you elect to have a base year longer than 1 year; AGO will make the final determination as to whether or not this can be permitted.)

The Government reserves the right to extend the term of this contract at the prices set forth in Section B in accordance with the terms and conditions contained in clause 52.217-9 entitled, “Option to Extend the Term of the Contact”.

1.08 Type of Order:  The government anticipates award of a (Firm Fixed Price (FFP), Time and Materials (T&M), or a combination of FFP and T&M) contract.

Please note that the recommend type for the government is FFP.  Additional justification may be required to support any type other than FFP.

Please note the following FAR clauses and information prior to selecting a type of order:
FAR 16.103  A firm-fixed-price contract, which best utilizes the basic profit motive of business enterprise, shall be used when the risk involved is minimal or can be predicted with an acceptable degree of certainty. 

FAR 16.601 A time-and-materials contract may be used only when it is not possible at the time of placing the contract to estimate accurately the extent or duration of the work or to anticipate costs with any reasonable degree of confidence

A firm-fixed-price order normally allows the customer to receive the best pricing possible.

1.09 Hours of Operation/Place of Performance:  The contractor is responsible for performing between the hours of (insert appropriate hours for your organization here, or edit to indicate other schedules, e.g. [hours/day] x [days/week] x [days/year]...7x12, 24x7) Monday through Friday except Federal holidays or when the Government facility is closed due to local or national emergencies, administrative closings, or similar Government directed facility closings.  The contractor must at all times maintain an adequate work force for the uninterrupted performance of all tasks defined within this statement of work when the Government facility is not closed for the above reasons.  When hiring personnel, the contractor shall keep in mind that the stability and continuity of the work force are essential.    

[bookmark: _GoBack]Work will normally be performed at (insert appropriate location(s) for your organization here). Remote work (is/is not) authorized and will be monitored by (insert appropriate details here) and must comply with the Department of Commerce Information Technology Requirement (CITR) 0008: Remote Access.

 
(Include information about Other Direct Costs,(i.e. supplies) if applicable, and include them in the IGCE. A purchase request for services should generally not include CLINs for hardware or software.  However, hardware and software clins may be permitted as a part of a FFP delivered solution. Indicate whether or not travel is permitted and how it will be reimbursed to and/or billed by the contractor. Travel should be listed under its own CLIN in the purchase request, if you want to add a travel CLIN, consider including the following language to your PWS: “Travel under this task award may be necessary in order to accomplish certain task(s) contained in this task award:

Travel must be deemed necessary and authorized by the TM in order to be paid for by the Government. Except for exceptional circumstances, travel will not be reimbursed at more than applicable rates cited in the Federal Travel Regulations, prescribed by the General Services Administration, for travel in the conterminous 48 United States or the Standardized Regulations (Government Civilians, Foreign Areas), Section 925, "Maximum Travel Per Diem Allowances for Foreign Areas," prescribed by the Department of State, for travel in areas not covered above.


1.010 Special Qualifications:  (Insert any special certification requirements for employees if deemed appropriate, e.g., “The contractor is responsible for ensuring all employees possess all required licenses for operating [insert specific systems, equipment, etc.] used in the execution of this task order.” OR “The Project Manager must be PMP certified.” If none, delete this paragraph.)

 (The contractor is expected to provide a fully trained workforce to the government; therefore, personal development training costs and hours are not billable to the government. If the government elects to pay for NOAA mission-specific training not available commercially, the specific details must be provided on how training will be paid/reimbursed. There are rare circumstances where the government will reimburse for NON NOAA-specific training.  However, this should be discussed with NOAALink prior to the inclusion.  Delete the paragraph above if no special training is required)

1.011 Recognized Holidays:  (If the contractor is required to perform services on these Holidays, edit 1.09 above as appropriate. Please note that this section may not be applicable or will need to be tailored if all work will be performed offsite.)

New Year’s Day					Labor Day
Martin Luther King Jr.’s Birthday			Columbus Day
President’s Day					Veteran’s Day
Memorial Day					Thanksgiving Day
Independence Day					Christmas Day

In addition to the days designated as holidays, the Government observes the following days:
Any other day designated by Federal Statute
Any other day designated by Executive Order
Any other day designated by a President's Proclamation

It is understood and agreed between the Government and the contractor that observance of such days by Government personnel shall not otherwise be a reason for an additional period of performance, or entitlement to compensation except as set forth within the contract. If a contractor believes that an unplanned absence has an impact on the price or period of performance, it should notify the contracting officer (CO) of the changed condition and submit a claim for equitable adjustment (see FAR 52.233-1). 

Nothing in this clause abrogates the rights and responsibilities of the parties relating to "stop work" provisions as cited in other sections of this contract.

1.012 Security Requirements:  (Indicate the level of security required.  Please note, that if the contractor will interact with any FISMA system, the suitability/risk level must be equivalent to that of the FISMA system).

1.0120	The systems supported under this task are (fill in – High, Medium or Low). (Modify as needed, or delete this section if not applicable.)

1.0121	Suitability/Risk Level - The suitability or risk level for this work has been determined to be: (fill in – High, Medium or Low).  As such, the contractor shall pre-screen their employees to eliminate anyone who does not meet the following criteria: The prospective employees must be (fill in: U.S. Citizens or U.S. Citizens and Foreign Nationals).

(Remove this entire section if not applicable. For low risk contracts, as prescribed in 48 CFR 1337.110-70(c), insert the following clause.)
48 CFR 1352.237-71   Security Processing Requirements—Low Risk Contracts (APR 2010)
(a) Investigative Requirements for Low Risk Contracts. All contractor (and subcontractor) personnel proposed to be employed under a Low Risk contract shall undergo security processing by the Department's Office of Security before being eligible to work on the premises of any Department of Commerce owned, leased, or controlled facility in the United States or overseas, or to obtain access to a Department of Commerce IT system. All Department of Commerce security processing pertinent to this contract will be conducted at no cost to the contractor.
(b) Investigative requirements for Non-IT Service Contracts are:
(1) Contracts more than 180 days—National Agency Check and Inquiries (NACI).
(2) Contracts less than 180 days—Special Agency Check (SAC).
(c) Investigative requirements for IT Service Contracts are:
(1) Contracts more than 180 days—National Agency Check and Inquiries (NACI).
(2) Contracts less than 180 days—National Agency Check and Inquiries (NACI).
(d) In addition to the investigations noted above, non-U.S. citizens must have a background check that includes an Immigration and Customs Enforcement agency check.
(e) Additional Requirements for Foreign Nationals (Non-U.S. Citizens). Non-U.S. citizens (lawful permanent residents) to be employed under this contract within the United States must have:
(1) Official legal status in the United States;
(2) Continuously resided in the United States for the last two years; and
(3) Obtained advance approval from the servicing Security Officer in consultation with the Office of Security headquarters.
(f) DOC Security Processing Requirements for Low Risk Non-IT Service Contracts.
Processing requirements for Low Risk non-IT Service Contracts are as follows:
(1) Processing of a NACI is required for all contract employees employed in Low Risk non-IT service contracts for more than 180 days. The Contracting Officer's Representative (COR) will invite the prospective contractor into e-QIP to complete the SF-85. The contract employee must also complete fingerprinting.
(2) Contract employees employed in Low Risk non-IT service contracts for less than 180 days require processing of Form OFI-86C Special Agreement Check (SAC), to be processed. The Sponsor will forward a completed Form OFI-86C, FD-258, Fingerprint Chart, and Credit Release Authorization to the servicing Security Officer, who will send the investigative packet to the Office of Personnel Management for processing.
(3) Any contract employee with a favorable SAC who remains on the contract over 180 days will be required to have a NACI conducted to continue working on the job site.
(4) For Low Risk non-IT service contracts, the scope of the SAC will include checks of the Security/Suitability Investigations Index (SII), other agency files (INVA), Defense Clearance Investigations Index (DCII), FBI Fingerprint (FBIF), and the FBI Information Management Division (FBIN).
(5) In addition, for those individuals who are not U.S. citizens (lawful permanent residents), the Sponsor may request a Customs Enforcement SAC on Form OFI-86C, by checking Block #7, Item I. In Block 13, the Sponsor should enter the employee's Alien Registration Receipt Card number to aid in verification.
(6) Copies of the appropriate forms can be obtained from the Sponsor or the Office of Security. Upon receipt of the required forms, the Sponsor will forward the forms to the servicing Security Officer. The Security Officer will process the forms and advise the Sponsor and the Contracting Officer whether the contract employee can commence work prior to completion of the suitability determination based on the type of work and risk to the facility (i.e., adequate controls and restrictions are in place). The Sponsor will notify the contractor of favorable or unfavorable findings of the suitability determinations. The Contracting Officer will notify the contractor of an approved contract start date.
(g) Security Processing Requirements for Low Risk IT Service Contracts. Processing of a NACI is required for all contract employees employed under Low Risk IT service contracts.
(1) Contract employees employed in all Low Risk IT service contracts will require a National Agency Check and Inquiries (NACI) to be processed. The Contracting Officer's Representative (COR) will invite the prospective contractor into e-QIP to complete the SF-85. Fingerprints and a Credit Release Authorization must be completed within three working days from start of work, and provided to the Servicing Security Officer, who will forward the investigative package to OPM.
(2) For Low Risk IT service contracts, individuals who are not U.S. citizens (lawful permanent residents) must undergo a NACI that includes an agency check conducted by the Immigration and Customs Enforcement Service. The Sponsor must request the ICE check as a part of the NAC.
(h) Notification of Disqualifying Information. If the Office of Security receives disqualifying information on a contract employee, the Sponsor and Contracting Officer will be notified. The Sponsor shall coordinate with the Contracting Officer for the immediate removal of the employee from duty requiring access to Departmental facilities or IT systems. Contract employees may be barred from working on the premises of a facility for any of the following reasons:
(1) Conviction of a felony crime of violence or of a misdemeanor involving moral turpitude.
(2) Falsification of information entered on security screening forms or of other documents submitted to the Department.
(3) Improper conduct once performing on the contract, including criminal, infamous, dishonest, immoral, or notoriously disgraceful conduct or other conduct prejudicial to the Government regardless of whether the conduct was directly related to the contract.
(4) Any behavior judged to pose a potential threat to Departmental information systems, personnel, property, or other assets.
(i) Failure to comply with security processing requirements may result in termination of the contract or removal of contract employees from Department of Commerce facilities or denial of access to IT systems.
(j) Access to National Security Information. Compliance with these requirements shall not be construed as providing a contract employee clearance to have access to national security information.
(k) The contractor shall include the substance of this clause, including this paragraph, in all subcontracts.
 
(Remove this entire section if not applicable. For high or moderate risk contracts, as prescribed in 48 CFR 1337.110-70(b), insert the following clause.)
48 CFR 1352.237-70 - Security Processing Requirements—High or Moderate Risk Contracts (APR 2010)
(a) Investigative Requirements for High and Moderate Risk Contracts. All contractor (and subcontractor) personnel proposed to be employed under a High or Moderate Risk contract shall undergo security processing by the Department's Office of Security before being eligible to work on the premises of any Department of Commerce owned, leased, or controlled facility in the United States or overseas, or to obtain access to a Department of Commerce IT system. All Department of Commerce security processing pertinent to this contract will be conducted at no cost to the contractor. The level of contract risk will determine the type and scope of such processing, as noted below.
(1) Investigative requirements for Non-IT Service Contracts are:
(i) High Risk—Background Investigation (BI).
(ii) Moderate Risk—Moderate Background Investigation (MBI).
(2) Investigative requirements for IT Service Contracts are:
(i) High Risk IT—Background Investigation (BI).
(ii) Moderate Risk IT—Background Investigation (BI).
(b) In addition to the investigations noted above, non-U.S. citizens must have a pre-appointment check that includes an Immigration and Customs Enforcement agency check.
(c) Additional Requirements for Foreign Nationals (Non-U.S. Citizens). To be employed under this contract within the United States, non-U.S. citizens must have:
(1) Official legal status in the United States;
(2) Continuously resided in the United States for the last two years; and
(3) Obtained advance approval from the servicing Security Officer of the contracting operating unit in consultation with the DOC Office of Security (OSY) headquarters. (OSY routinely consults with appropriate agencies regarding the use of non-U.S. citizens on contracts and can provide up-to-date information concerning this matter.)
(d) Security Processing Requirement. Processing requirements for High and Moderate Risk Contracts are as follows:
(1) The contractor must complete and submit the following forms to the Contracting Officer's Representative (COR):
(i) Standard Form 85P (SF-85P), Questionnaire for Public Trust Positions;
(ii) FD-258, Fingerprint Chart with OPM's designation in the ORI Block; and
(iii) Credit Release Authorization.
(2) The Sponsor will ensure that these forms have been properly completed, initiate the CD-254, Contract Security Classification Specification, and forward the documents to the cognizant Security Officer.
(3) Upon completion of security processing, the Office of Security, through the servicing Security Officer and the Sponsor, will notify the contractor in writing of an individual's eligibility to be provided access to a Department of Commerce facility or Department of Commerce IT system.
(4) Security processing shall consist of limited personal background inquiries pertaining to verification of name, physical description, marital status, present and former residences, education, employment history, criminal record, personal references, medical fitness, fingerprint classification, and other pertinent information. For non-U.S. citizens, the Sponsor must request an Immigration and Customs Enforcement agency check. It is the option of the Office of Security to repeat the security processing on any contract employee at its discretion.
(e) Notification of Disqualifying Information. If the Office of Security receives disqualifying information on a contract employee, the COR will be notified. The Sponsor, in coordination with the Contracting Officer, will immediately remove the contract employee from duties requiring access to Departmental facilities or IT systems. Contract employees may be barred from working on the premises of a facility for any of the following:
(1) Conviction of a felony crime of violence or of a misdemeanor involving moral turpitude;
(2) Falsification of information entered on security screening forms or on other documents submitted to the Department;
(3) Improper conduct once performing on the contract, including criminal, infamous, dishonest, immoral, or notoriously disgraceful conduct or other conduct prejudicial to the Government, regardless of whether the conduct was directly related to the contract;
(4) Any behavior judged to pose a potential threat to Departmental information systems, personnel, property, or other assets.
(f) Failure to comply with security processing requirements may result in termination of the contract or removal of contract employees from Department of Commerce facilities or denial of access to IT systems.
(g) Access to National Security Information. Compliance with these requirements shall not be construed as providing a contract employee clearance to have access to national security information.
(h) The contractor shall include the substance of this clause, including this paragraph, in all subcontracts.


1.0122	Physical Security.  The contractor shall be responsible for safeguarding all government property provided for contractor use.  At the close of each work period, government facilities, equipment, and materials shall be secured.

1.023	Lock Combinations.  (If necessary, leave and/or modify. If not, delete this paragraph.) The contractor shall establish and implement methods of ensuring that all lock combinations are not revealed to unauthorized persons.  The contractor shall ensure that lock combinations are changed when personnel having access to the combinations no longer have a need to know such combinations.  These procedures shall be included in the contractor’s Quality Control Plan.

1.024	Key Control. (If necessary, leave and/or modify. If not delete this paragraph along with a and b below.) The contractor shall establish and implement methods of making sure all keys/key cards issued to the contractor by the Government are not lost or misplaced and are not used by unauthorized persons.  NOTE: All references to keys include key cards.  No keys issued to the contractor by the Government shall be duplicated.  The contractor shall develop procedures covering key control that shall be included in the Quality Control Plan.  Such procedures shall include turn-in of any issued keys by personnel who no longer require access to locked areas.  The contractor shall immediately report any occurrences of lost or duplicate keys/key cards to the Task Manager (TM).
1.024a	In the event keys, other than master keys, are lost or duplicated, the contractor shall, upon direction of the TM, re-key or replace the affected lock or locks; however, the Government, at its option, may replace the affected lock or locks or perform re-keying.  When the replacement of locks or re-keying is performed by the Government, the total cost of re-keying or the replacement of the lock or locks shall be deducted from the monthly payment due the contractor. In the event a master key is lost or duplicated, all locks and keys for that system shall be replaced by the Government and the total cost deducted from the monthly payment due the contractor.
1.024b	The contractor shall prohibit the use of Government issued keys/key cards by any persons other than the contractor’s employees.  The contractor shall prohibit the opening of locked areas by contractor employees to permit entrance of persons other than contractor employees engaged in the performance of assigned work in those areas, or personnel authorized entrance by the TM.


1.013 Task Manager (TM):  The TM is (Insert the name and address, phone number, fax and e-mail address of the TM).          

The TM or delegate monitors all technical aspects of the contract and assists in contract administration. The TM is authorized to perform the following functions: assure that the contractor performs the technical requirements of the contract; perform inspections necessary in connection with contract performance; maintain written and oral communications with the contractor concerning technical aspects of the contract; issue written interpretations of technical requirements, including Government drawings, designs, specifications; monitor contractor's performance and notify the Contracting Officer, COR and contractor of any deficiencies; coordinate availability of government furnished property, and provide site entry and badging of contractor personnel.  The TM is not authorized to change any of the terms and conditions of the resulting order. 


1.1 General PWS Information

1.10 Conservation of Utilities.  The contractor shall instruct employees in utilities conservation practices.  The contractor shall be responsible for operating under conditions that preclude the waste of utilities, which include turning off the water faucets or valves after using the required amount to accomplish cleaning vehicles and equipment.

1.11 Post Award Conference/Periodic Progress Meetings:  The contractor agrees to attend any post award conference convened by the contracting activity or contract administration office in accordance with Federal Acquisition Regulation Subpart 42.5. The Contracting Officer, Contracting Officer’s Representative (COR), Task Manager (TM), and other Government personnel, as appropriate, may meet periodically with the contractor to review the contractor's performance.  At these meetings the Contracting Officer will apprise the contractor of how the government views the contractor's performance and the contractor will apprise the Government of problems, if any, being experienced.  Appropriate action shall be taken to resolve outstanding issues.  These meetings shall be at no additional cost to the government.  

1.12 Contract Manager:  The contractor shall provide a contract manager who shall be responsible for the performance of the work.  The name of this person and an alternate who shall act for the contractor when the manager is absent shall be designated in writing to the Contracting Officer.  The contract manager or alternate shall have full authority to act for the contractor on all contract matters relating to daily operation of this contract.

1.13 Processing and Identification of Contractor Employees:   Prior to commencing work under this contract, the contractor shall submit or have their employee submit the required security forms and number of copies as informed by the Task Manager.  The contractor, when notified that the Government rejected the suitability assessment forms shall either have the rejected forms made compliant and resubmitted or withdraw the employee from consideration from working under this contract.

All contract personnel attending meetings, answering Government telephones, and working in other situations where their contractor status is not obvious to third parties are required to identify themselves as such to avoid creating an impression in the minds of members of the public that they are Government officials.  They must also ensure that all documents or reports produced by contractors are suitably marked as contractor products or that contractor participation is appropriately disclosed. (If contractors will work on-site at a NOAA facility, they must have a badge. Indicate if contractor personnel will be required to obtain and wear badges in the performance of this service.)

1.14 Quality Assurance:  The contractor shall ensure quality assurance in accordance with the approved QAP as applicable to the services performed in accordance with this PWS.  The contractor shall develop and implement procedures specific to this requirement to identify, prevent, and ensure non-recurrence of defective services.  The contractor’s quality assurance program is the means by which he assures himself that his work complies with the requirement of the task order. At a minimum, the contractor shall develop quality assurance procedures that address the areas identified in Technical Exhibit 1, “Performance Requirements Summary.”   

Quality Assurance Surveillance:  The government shall evaluate the contractor’s performance under this task order in accordance with the Quality Assurance Surveillance Plan.  This plan is primarily focused on what the Government must do to ensure that the contractor has performed in accordance with the performance standards.  It defines how the performance standards will be applied, the frequency of surveillance, and the minimum acceptable defect rate(s).

Government Remedies:  The contracting officer shall pursue remedies for the contractor’s failure to perform satisfactory services or failure to correct non-conforming services in accordance with the terms and conditions of the contract.


PART 2
DEFINITIONS & ACRONYMS

(This section must include all special terms and phrases used in the PWS.  Each definition provided should be carefully considered, for that definition becomes binding for all requirements in the contract.)

· PWS – Performance Work Statement

· Contracting Officer’s Representative (COR): A representative from the requiring activity assigned by the Contracting Officer to perform surveillance and to act as liaison to the contractor.

· Defective Service.  A service output that does not meet the standard of performance associated with it in the Performance Work Statement.

· Quality Assurance Surveillance Plan (QASP).  An organized written document specifying the surveillance methodology to be used for surveillance of contractor performance to assure services meets the requirements of the Performance Work Statement.

· Quality Assurance.  Those actions taken by a contractor to control the performance of services so that they meet the requirements of the PWS.


(If the document is for a Time and Materials contract the below DEFINITION MUST be included and tailored to your acquisition if necessary.)

· Best Effort:  That effort expended by the contractor to perform within the awarded ceiling price all work specified in this task order (TO) and all other obligations under this TO and the basic contract.  This effort includes providing required qualified personnel, properly supervised, and following industry accepted methodologies and other practices.  The effort is further characterized by operating at all times with the Government’s best interest in mind, using efficient and effective methods, and demonstrating sound cost control.  The effort must be identical to the effort that would be expended if this were a firm-fixed price TO and the contractor’s profits were dependent upon reducing costs while meeting the Government’s requirements in terms and quality and schedule.  Failure to provide this required effort may result in the withholding of payment for hours expended that do not qualify as best effort or a reduction in the rate per hour to reflect decreased value of services received.





PART 3
GOVERNMENT FURNISHED PROPERTY, EQUIPMENT, AND SERVICES

(If the Government is to provide any property, services, or information to the contractor, this section shall describe what will be provided.  If the list or lists are fairly extensive, they should be made into a technical exhibit or attachment.  Indicate if not applicable.)  

3.01 General:  The government shall provide, the facilities, equipment, materials, and/or services listed below.
3.02 Equipment:  The Government will provide: (fill in whether or not the government will provide PCs, cell phones, etc.)
3.03 Services:
3.031 Utilities.  All utilities in the facility will be available for the contractor’s use in performance of duties outlined in this                      PWS.  The contractor shall instruct employees in utilities conservation practices.  The contractor shall be responsible for operating under conditions that preclude the waste of utilities.

3.032 Facilities:  The Government will furnish the necessary workspace for the contractor staff to provide the support outlined in this PWS to include desk space, telephones, computers and other items necessary to maintain an office environment.  



PART 4
CONTRACTOR FURNISHED ITEMS AND SERVICES

(Describe property or services that the contractor shall provide. Indicate if not applicable.)

4.01 General:  Except for those items specifically stated to be government furnished in Part 3, the contractor shall furnish everything required to perform this PWS.

4.02 Secret Facility Clearance:  (If applicable, state if the contractor needs any kind of facility clearance. If not, delete this paragraph.) The contractor shall possess or be eligible to receive and maintain a SECRET facility clearance from the Defense Security Service.  The contractor’s employees, performing work in support of this contract shall have been granted a SECRET security clearance from the Defense Industrial Security Clearance Office.
 




PART 5
APPLICABLE PUBLICATIONS

(List the appropriate publications required for this PWS.  Indicate if not applicable.)

5.01 Publications applicable to this PWS are listed below.  The publications must be coded as mandatory or advisory, the date of the publication, and what chapters or pages are applicable to the requirement.  All publications listed are available via the Internet at the specified e-mail address.
 
	Publication
	Date
	Page(s)
	Internet Address
	Mandatory/Advisory

	
	
	
	
	

	
	
	
	
	





TECHNICAL EXHIBIT 1

Performance Requirements Summary 
(The service requirements are summarized into performance objectives that relate directly to essential performance measurements.  The performance threshold briefly describes the minimum acceptable levels of service required for each requirement.  Indicate if a column is not applicable.)

Example:  PERFORMANCE REQUIREMENT SUMMARY (PRS) -
	Specification Item
	Performance Objective
	Performance Standard

(Minimum Acceptable Standard-MAS)
	Method of Surveillance
	Deduction from Task Order for not meeting MAS
	Sample Size
	Frequency

	Initial response to help ticket
	Within 2 hours of submission
	97%
	XXXX
	3%
	XXXX
	XXXX

	
	
	
	
	
	
	

	
	
	
	
	
	
	




Types of Surveillance to select from:
Random Sampling:  Appropriate for frequently recurring tasks.  Evaluate randomly selected samples of the lot to determine the acceptability of the entire lot.
Random Inspection Guide, Method of surveillance, Lot size, Sample size, Performance requirement, Sampling procedure, Inspection procedure
100 Percent Inspection:  Appropriate for tasks that occur infrequently.  Inspect and evaluate performance each time task is performed
Periodic Surveillance:  Evaluation of samples selected on other than 100% or statistically random basis.  (i.e. monthly, quarterly, semi-annually, etc.)
Validated Customer Complaint:  Complaints must be validated.
[bookmark: h.gjdgxs]NOTE:  You may also use any surveillance method used in the commercial market to surveil the required service.  (This will be discovered when market research is conducted). 
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